Threat Assessment Course
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Day 1: Threat Standards

10am-11:30am (Eastern): Introduction to Threat Standards
· Review three phases of team process (data gathering, assessment, intervention)
· Introduction to Threat Standards
· Review of education (1), training (2), dual relationships (3) and bias (4)
· Review NABITA Rubrics and Expert Systems via Scope (6) and evidence-based (7)
· Affective vs. Predatory/Targeted Violence (11)
· Review of NABITA’s Expert Systems

11:45am-1:00pm (Eastern): Threat Terminology
· Review of NABITA Risk Rubric and team collaboration (16)
· Case examples on the NABITA Risk Rubric and threat management (10)
· Transient and substantive threat; hunting and howling (14)
· Case study Anime 
· Contextual analysis, penetration testing, red teaming (9)

Lunch 1-2pm

 2:00pm-3:30pm (Eastern): Risk and Protective Factors
· Mental Health vs. Violence Risk Assessment (8)
· Risk Factors for Violence (12)
· Protective/Anchor factors (13)

3:45pm-5:00pm (Eastern): SPJ, Deception Detection and SIVRA-35
· Assessing truthfulness (15)
· Structured Professional Judgement (5)
· Overview of SIVRA-35 and scoring


Watch SIVRA-35 Video and Score Stacie and Dustin tonight
	







Day 2: SIVRA-35, Looking Glass, IIR, ERIS, NAS

10am-11:30am (Eastern): SIVRA-35 Scoring and Interview Logistics
· Meeting Logistics (19), recording and cost (20)
· Informed consent (17)
· SIVRA-35 Stacie and Dustin Scoring discussion

11:45am-1:00pm (Eastern): Looking Glass and ERIS overview
· Assessing threat in emails, social media, and student writings
· Review of Looking Glass system 
· Practice cases to demonstrate looking glass
· Review of ERIS system

Lunch (2hr) Score Kat via Looking Glass, SIVRA and ERIS

 3:00pm-5:00pm (Eastern): Assessing Incel (IIR) and Suicide Risk using NAS
· Documentation and writing reports (18)
· Review of how to use the non-clinical assessment of suicide (NAS) expert system
· Case studies 
· Review of the Incel and using the IIR
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